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Quality, Environment, Occupational Health & Safety, IT Service
Management, Information Security, Facilities Management, Risk
Management, and Business Continuity and IT governance

The Aseer Region Development Authority is committed—within the
framework of its purpose, mission, core values, and strategic
directions, and in line with the applicable legal and regulatory
requirements related to its foundational objectives—to achieving
the highest levels of quality, excellence, and leadership in fulfilling its
role in realizing integrated regional development. This includes
ensuring effective coordination among development stakeholders,
high-quality implementation of infrastructure projects, the provision
of services, and the, operation, and maintenance of facilities.

The Authority also ensures preparedness for crises and emergencies
by establishing a framework for setting business continuity objectives
and aligning risk management with the Authority's culture, strategy,
and both legal and voluntary obligations. It also manages IT services
efficiently and effectively to ensure the delivery of high-quality
technical services that support institutional operations, meet the
needs of beneficiaries safely and responsibly, ensure the security and
protection of information within the Authority, and guarantee the
availability, continuity, and quality of IT services—including
monitoring and improving service performance and efficiently
managing incidents and problems.

The Authority takes all precautions and measures to prevent
pollution, protect the environment, preserve natural resources, and
achieve sustainable development, while continually improving
operations and enablers to enhance occupational health and safety,
fire prevention, risk management, and the prevention of losses and
occupational injuries for employees, contractors, visitors, and the
surrounding community.

This policy also serves as a general framework for setting objectives
related to quality, environment, occupational health and safety,
facility management, information security, IT service management,
business continuity, and risk management. It enhances the Authority's
ability to deliver reliable and effective services that meet beneficiary
needs, support sustainable operations, and comply with international

standards including:

ISO 9001, ISO 14001, ISO 45001, ISO 41001, 1ISO 27001, ISO/IEC
20000-1,1S0 22301,1SO 31000 & ISO/IEC38500
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The Authority is committed to:

o

Complying with all legal, regulatory, stakeholder, and national policy
requirements related to quality, environment, occupational health
and safety, facility management, information security, IT service
management, business continuity, and risk management by
developing, implementing, and evaluating compatible policies and
procedures.

Enhancing beneficiary and stakeholder satisfaction with its services
and initiatives and improving user experiences, including IT services
delivered directly or through external providers, ensuring responsive
and high-quality outcomes.

Providing an attractive, safe, and healthy work environment free from
pollution, injuries, illness, and infection.

Safeguarding the health and safety of the Authority’s employees and
stakeholders, and protecting its buildings, projects, the surrounding
environment, and the community from pollution, fire, and losses.
Establishing effective mechanisms for reporting, investigating, and
addressing information security incidents and other IT service
incidents such as service outages or operational failures, to limit their
impact on operations.

Achieving sustainable development through facility management
practices that minimize environmental impact and promote both
economic and social sustainability, along with energy- and resource-
efficient IT service management contributing to the sustainability of
technical services.

Systematically and effectively addressing risks and opportunities
related to quality, environment, occupational health and safety,
facility and information security management, business continuity,
and IT service management. This includes identifying and analyzing
risks that could impact the continuity and efficiency of technical
services, and mitigating them to reduce losses and ensure readiness.
Continuously improving the efficiency and effectiveness of quality,
environment, health and safety, facility management, information
security, business continuity, risk management, and IT service
processes by monitoring service performance, analyzing results, and
implementing  corrective and improvement actions. Risk
management contributes to service sustainability and strengthens
stakeholder trust by reducing service interruptions and enhancing
emergency response. Risks are monitored systematically, and the risk

management framework is regularly reviewed for relevance to the

Authority's context.
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O Empowering and upskilling the Authority’s workforce by providing  5y5ldwg &SLiw el Adgiy il Lgwia (nSedg 3:S 28, O
ongoing consultation, participation, training, qualification, and — SbLgtus 333279 od retud) srasmilly coyailly Jealidly cnkalall
motivation programs, and fosteringa culture of quality, sustainability, ~ &lsly 4ed) dxially Ldully Ladl dsluzudly sa52dl adlas
safety, and risk-awareness. This includes developing employees’ 3,lsly Sloglall auas Slous 85laly cclaglall owls 38l
technical and operational skills to support and deliver services, and =~ 4aadl sglle pshas M o (Jles¥l 4l aiuly Hblxll
strengthening their awareness of risk- and opportunity-based ~ ASGlly mpeg Ju3aly Addll Sleasdl pesg @aids @ dulealls
thinking to ensure performance and service quality improvement. Hasellg s1¥) s (lasard o yally Jblell sl e ey

O  Providing the necessary human, financial, and technical resources e Lrolaiul (lassg 2l 2naxlly 2dWlg 4y &l 5)lsl) adgs O
and ensuring their sustainability to support systems, while taking all ~ Zilzzu¥ly jlolsell 8,15¥ sulazlly clel2¥1 28K 3Ls) ao Aalas¥|
measures to manage risks, respond to crises and emergencies, U3 3§ Loy eale¥l Judbug JlecHl Ayl yaiuly csslakally alesU
maintain business continuity and supply chains—including IT = olellaai¥l Jlass deasdl Hales olead cailoglall 2045 cilous
services—to ensure service availability, reduce disruptions, and Adea sy asand) Lalell Slgtus el 3eazsy
achieve the highest levels of technical and operational readiness. Lele a4 @) ololally clezmlly il § wlasgll 23K 1) ©

O Mandating all Authority departments, supervised entities, and ~ &lall @3 suerall wlglly wlsl ¥l Aalas¥l o> Gubn
contractors to comply with all approved systems, procedures, and 83l Ll dxsally Ldludly dadly Jbolslly 8352 Halasly
regulations related to quality, risk, environment, safety, occupational bl 5laly Jlee¥! Lyl patul 85laly loglall oxely @8
health, facility management, information security, business Sloa¥l i bkl 5)la¥ AUl aylell Lanasn iy
continuity, and IT service management. This includes allocating pee2 e Axsledl Weludl Olosy Al Aecladl aalai¥ly
necessary resources for risk management, providing supporting tools ~ 3a==g bliell )la allas adlad (po 3323 Loy &ladl ibigzudl
and systems, ensuring clear accountability at all levels, and applying 8,y « (oyall plagly Jblsll (o caasdl § Al bl aal
best practices in managing and supporting technical services. Bylals @auas (§ culuylell Jadl zudaty Sleglall duas cilous

O  Considering this policy as a framework for developing, measuring, Apadll sleasdl mesg
and continuously improving the objectives and processes of quality, ~ 839J! Lalasl wllecy clbagad Joe ) duleal sda slacl O
environmental, and occupational health and safety systems acrossall ~ Jlec¥| &) jauly Jlolsldl Bl 5 A L Amnlly Adludly Aty

executing organizational units of the Authority. padaiddl Slas ol Hlpataly Lppwiy Lwldy Laypglas iy (&I
O  Holding all administrative and organizational levels of the Authority, ELIVA | IERESHY
as well as supervised entities, suppliers, and stakeholders, &la¥l Gbstudl aren (de duliud! sda Gudat ddosun a5 O
accountable for the implementation of this policy. sty uayelly Lale 8,45 G aledly Bl Aeglaially
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Commitment to general principles : Aaladl gealdly ol
O  Confidentiality: Ensuring access to information only by authorized 3 oo Y aloslall I Joumsdl pue ples : apudl O
individuals. - o el ol sl
O Inregrity:Maintaining the accuracy and protection of information e daadl e Loy olaglall 285 e Llaxll:aalidl O
from unauthorized modification. 4 el
O Availability: Ensuring information is accessible when needed by LY LB e ALl wie Slaglall Lalss plass i 8l g2l O
authorized parties, including through IT continuity and disaster Sloglall Lz 938G culons il Jodia Loy oLt 7 piall
recovery plans to sustain operations. e Al aiul olead ElgSI e Jbdl lasyg

O Institutional IT Direction: Aligning all IT-related decisions with the —&uaall hlal awe Loy agadd g\-«m}l' dgldl O
Authority’s purpose and strategic objectives. A Azl | Blaa¥ls bl oyl
O  Value Realization: Ensuring that every IT initiative delivers clear Liogale 125Le pUaT 4435 853l S ol oless: dagall Gedzxi O

organizational value that supports services and operational efficiency. RIS | PRI PRAPNES[FVRT




o

X

junr—dabia

Aseer Development Authority

T

48]

Strategic Alignment: Ensuring that IT plans are aligned with the overall
strategic plans of the Authority.

Performance Monitoring and Compliance: Applying clear performance
indicators and periodic reviews to ensure adherence to policies and
regulations.

Accountability: Clearly defining roles and responsibilities at all levels of IT
governance.

Stakeholder Engagement: Involving stakeholders in the design and
implementation of IT initiatives through effective communication channels.
Leadership and Innovation: Empowering IT leadership to drive innovation
and ensure successful digital transformation.

Data-Driven Decisions: Using accurate and reliable data to support decision-
making.

Risk Management: Integrating IT risk management into a comprehensive
system for threat assessment and mitigation.

Social Responsibility: Ensuring that technology use respects community
values, privacy, and supports sustainability.

Digital Sustainability: Continuously updating infrastructure and developing
competencies to maintain digital performance.

Integrated Governance Model: Clarifying the relationship between
governance bodies, executive management, and operational units to ensure
coherent decision-making.

Unified IT Governance Framework: Including principles, roles, policies, and
control mechanisms to ensure integration between governance and

execution.
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